Certificate Maintenance System Using Fuzzy Based Clustering Approach
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ABSTRACT- Using cloud storage, however, big data storage does have the potential for security and Big data storage is a computing model in which data is stored on remote servers accessed from the Internet. It is maintained, operated and managed by a cloud storage service provider on storage servers that are built on virtualization techniques. Big data storage can provide the benefits of greater accessibility and reliability; rapid deployment; strong protection for data backup, archival and disaster recovery purposes; and lower overall storage costs as a result of not having to purchase, manage and maintain expensive hardware. There are many benefits to compliance concerns that are not associated with traditional storage systems. We can implement the project that is centralized, fuzzy-based clustering certificate management platform that simplifies users to maintain all certificates with us. And certificates can be lost, if they keep in hand. So in this project we can design application for users. They can register into system and upload the certificates such as voter id, aadhar card, mark sheets and so on. Admin can extract certificate number and matched with database for predicting fraudulent activities. If it is occur means, the intimation is sent to crime department. User can view, download and print the certificates anywhere and anytime. This application can be user friendly and easy access GUI for all users.

I. RELATED WORK:

The Big Data Analytics has been divided into three tiers. The first tier deals with the data accessing and computing second tier deals with the privacy considerations and the third tier deals with the data mining algorithms. The main problem in data mining is to generate global models by combining locally discovered patterns to form a unifying view. The Big Data is growing extremely, for high dimensional data the data reduction is important. The medical datasets are of high dimensionality in each field. The data reduction is easier for non-densed data rather than dense datasets. The large datasets can be done by combining clustering and classification. To obtain robust and stable clustering, consensus functions can be applied for clustering ensembles combining a multitude of independent initial clustering’s. Direct applications of consensus functions to highly dimensional data sets remain computationally expensive and impracticable. Therefore a multistage scheme including various procedures for dimensionality reduction, consensus clustering of randomized samples, followed by the use of a fast supervised classification algorithm is needed. The ant colony optimization technique has emerged as a novel meta-heuristic belongs to the class of problem-solving strategies derived from natural (other categories include neural networks, simulated annealing, and evolutionary algorithms). The ant system optimization algorithms is basically a multi-agent system where low level interactions between single agents (i.e., artificial ants) result in a complex behavior of the whole ant colony. A hybrid form of clustering which combines one or more clustering techniques can be used to cluster very large medical datasets. The four kinds of hybrid fuzzy cluster ensemble frameworks are used to cluster bio-molecular datasets. For preserving privacy in data-intensive applications, Twice-privacy algorithm based on utility matrix and multi-attribute clustering has been used. Twice-privacy conducts a clustering of sensitive values to protect similarity, sets different weight to retain quasi-identifier attribute to query service. In cloud environments distributed clustering which includes a novel distributed high dimensional data clustering algorithm based on Map-Reduce framework to distinguish the different communities from the entire social network had been suggested. K-Means algorithm had been proved to be better than FCM.
algorithm. FCM produces close results to K-Means clustering but it still requires more computation time than KMeans because of the fuzzy measures calculations involvement in the algorithm. In fact, FCM clustering which constitute the oldest component of software computing, are really suitable for handling the issues related to understand ability of patterns, incomplete/noisy data, mixed media information, human interaction and it can provide approximate solutions faster. Single Pass (through the data) Fuzzy C-Means algorithm which is based on Weighted Fuzzy C-Means neither uses any complicated data structure nor any complicated data compression techniques, yet produces data partitions comparable to Fuzzy C-Means. Simple Single Pass Fuzzy C-Means clustering algorithm when compared to Fuzzy CMeans produces excellent speed-ups in clustering and thus can be used even if the data can be fully loaded in memory. Clustering technique on uncertain data (ie) clustering uncertain objects with the uncertainty regions defined by pdfs was difficult. For an accurate representation, at least thousands of sample points should be used to approximate an object’s pdf. When applying the UK-means algorithm to cluster uncertain objects, a large number of expected distances have to be calculated. The basic min-max-dist pruning method is fairly effective in pruning expected distance computations. For finding the number of fuzzy clusters a new cluster validity index with crisp and fuzzy data had been suggested. The new index, called the ECAS-index, contains exponential compactness and separation measures. These measures indicate homogeneity within clusters and heterogeneity between clusters, respectively. Moreover, a fuzzy c-mean algorithm is used for fuzzy clustering with crisp data, and a fuzzy k-numbers clustering is used for clustering with fuzzy data

Certificates may be voter id, adhar id, mark sheets or other important documents. Certificates are uploaded by users and implement automatic extraction approach to extract the certificate number from certificates. Admin can match the certificate number to database to predict fake user and restriction provide to upload the certificates. After that clustering can be done using Scalable Random Sampling with Iterative Optimization Fuzzy c-Means algorithm (SRSIO-FCM) to cluster the certificates based on certificate number. Then implement security concept at the time of retrieving files from big data storage by using one time password. It is a password that is valid for only one at the time of download. OTPs avoid a number of shortcomings that are associated with traditional (static) password-based authentication; a number of implementations also incorporate two factor authentications by ensuring that the one-time password requires access to big data storage. And implement digital signature approach to embed the signature with date in certificate for additional reliability.

III. BIG DATA STORAGE FRAMEWORK:

Big data storage is a storage infrastructure that is designed specifically to store, manage and retrieve massive amounts of data, or big data. Big data storage enables the storage and sorting of big data in such a way that it can easily be accessed, used and processed by applications and services working on big data. In this module, we can create the system to handle big data storage. It has two controls such as admin and user control. Admin can be the responsibility to maintain all details about certificates. User can be register their details and get login for enter into the framework. Upload the certificates such as voter id, adhar card, mark-sheets and so on.

IV. FAKE CERTIFICATE PREDICTION:

In this module we can implement the system to convert the text in image to readable format. After upload the certificates, we can automatically extract the number. This certificate number can be matched with database. If match is not found means, consider as fake certificate and reject to upload into cloud storage.

V. CERTIFICATE CLUSTERING:

Cluster analysis or clustering is the task of grouping a set of objects in such a way that objects in the same group (called a cluster) are more similar (in some sense or another) to each other than to those in other groups (clusters). Clustering can be considered the most important unsupervised learning
problem; so, as every other problem of this kind, it deals with finding a structure in a collection of unlabeled data. A loose definition of clustering could be “the process of organizing objects into groups whose members are similar in some way”. A cluster is therefore a collection of objects which are “similar” between them and are “dissimilar” to the objects belonging to other clusters. In this module user can be upload original certificates. Certificates are grouped based on their certificate number and certificate name using fuzzy clustering algorithm. These clustering can be used for future purpose to retrieving easily. In this module, implemented a Scalable Random Sampling with Iterative Optimization Fuzzy c-Means named as SRSIO-FCM. It is a scalable model of RSIO-FCM with necessary modifications to tackle the challenges associated with fuzzy clustering of Big Data.

VI. ONE TIME PASSWORD SECURITY:

At the time of retrieval, user login to the system to view uploaded certificates. Search certificates based on their certificate number and certificate name. If the user need certificate means, admin can be One time password to user’s registered mobile number. A one-time password (OTP) is a password that is valid for only one login session or transaction, on a computer system or other digital device. OTPs avoid a number of shortcomings that are associated with traditional (static) password-based authentication; a number of implementations also incorporate two factor authentication by ensuring that the one-time password requires access to something a person has as well as something a person knows (such as a PIN). After getting password, certificate should be download.

 VII. EMBED THE DIGITAL SIGNATURE:

This module provides intimation system to admin for download the files. Provide attestation using mouse pad to sign their signatures in canvas, this signature can be stored in database with date and time for future verification. Signature Pad is a jQuery plugin that takes advantage of HTML5 canvas element and java-script to create a flexible and smooth Signature Pad on your web page & app. Admin can capturing a signature during download increases security and decreases processing time for provide intimation to admin.

VIII. CERTIFICATE RETRIEVAL:

User can be download the certificate is in the form of black and white or color print. Attestation information can be stored in database. User can easily retrieve certificates anywhere and anytime. The framework of the proposed work as defined as follows:

IX. CONCLUSION:

Big data refers to datasets that cannot be managed with current technologies or data mining software tools due to their large size and complexity. Big data mining is the capability of extracting useful information from these large datasets or streams of data. An effective way to cluster the large volume of data is Scalable Random Sampling with Iterative Optimization Fuzzy c-Means algorithm (SRSIO-FCM) by extending the clustering of sampled data to unstructured to structured datasets. The Distributed Environment has been set up where the very large datasets need to be reduced. The incremental fuzzy clustering can be enhanced with adding security using one time password and also provide embedded signature framework for improve the performance of big data storage.
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