Abstract— In this paper, a review analysis of transform based image watermarking technique has been presented. Information security is extremely significant concern for the internet technology due to ease of the duplication, distribution and manipulation of the multimedia data. The digital watermarking is a field of information hiding which hide the crucial information in the original data for protection, illegal duplication and distribution of multimedia data. Analysis has been exploring the performance efficiency of various digital image watermarking techniques that compared on the basis of outputs. In the digital watermarking the secret information are implanted into the original data for protecting the ownership rights of the multimedia data. In this field, transform based techniques has large contribution especially wavelet based techniques. This review elaborates the most important methods transform domain and focuses the merits and demerits of these techniques.
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I. INTRODUCTION

In recent years, digitization plays a big role in human life as numerous applications in field of engineering, healthcare, communication, documentation and many more. Here, multimedia content like image and video is major content. Therefore, authentication, information security and other various issues are raised with multimedia sources and content. Digital data can be stored efficiently and with a very high quality, and it can be manipulated very easily using Computers. Furthermore, digital data can be transmitted in a fast and inexpensive way through data communication networks without losing quality. Digital media offer several distinct advantages over analog media. The quality of digital audio, images and video signals are better than that of their analog counterparts. Editing is easy because one can access the exact discrete locations that need to be changed. Copying is simple with no loss of fidelity and a copy of a digital media is identical to the original [1-3].

The above problem can be solved by hiding some ownership data into the multimedia data, which can be extracted later to prove the ownership. This idea is implemented in bank currency notes. In bank currency notes, a watermark is embedded which is used to check the originality of the note. The same “watermarking” concept may be used in multimedia digital contents for checking the authenticity of the original content [4-5]. So, A Watermarking is adding “ownership” information in multimedia contents to prove the authenticity. This technology embeds a data, an unperceivable digital code, namely the watermark, carrying information about the copyright status of the work to be protected. Continuous efforts are being made to device an efficient watermarking schema but techniques proposed so far do not seem to be robust to all possible attacks and multimedia data processing operations. Considering the enormous financial implications of copyright protection, there is a need to establish a globally accepted watermarking technique. The sudden increase in watermarking interest is most likely due to the increase in concern over IPR. Today, digital data security covers such topics as access control, authentication, and copyright protection for still images, audio, video, and multimedia products. A pirate tries either to remove a watermark to violate a copyright or to cast the same watermark, after altering the data, to forge the proof of authenticity [1-6].

Generally, the image watermarking can be done in spatial domain or in transform domain [6-24]. The quality of watermarked image can be determined based on some important factors given like as: Firstly, in imperceptibility the quality of original image must not be changed due to the watermark [5] [6]. Secondly, robustness of image, in this the watermark removal is difficult in case of different types of attacks like noise addition, compression, scaling and rotation etc. [7] [8]. Thirdly, in capacity the most information is embedded in spatial domain as well as in transformation domain. But there are some disadvantages in both spatial and transformation domain like in spatial domain it is not much robust against image processing attacks [9, 22-24]. Where as in transformation domain it is not simple and fast as in case of spatial domain, but is having better robust against image processing techniques, so DCT, DWT transformation techniques are mostly used. Nowadays, mostly DWT is being used. We know that the discrete wavelet transform (DWT) suffers a drawback; the DWT is not a time invariant transform. This means that, even with periodic signal extension, the DWT of a translated version of a signal $X$ is not, in general, the translated version of the DWT of $X$. To avoid this, the idea to average some slightly different DWT, known as stationary wavelet transform (SWT) or un-decimated wavelet transform is proposed. The main advantage of SWT is image de-noising. Therefore, SWT is widely used in image analysis and image processing.

In this paper, a review analysis of transform based different watermarking techniques has been presented. The manuscript followed as: section I illustrate the basic introduction, section II presents the overview of image watermarking, section III described the transform based watermarking scheme and concluding remarks is included in section IV.
II. OVERVIEW OF WATERMARKING

Watermarking is the process that embeds data called a watermark or digital signature or tag or label into a multimedia object called cover/carrier such that watermark can be detected or extracted later to make an assertion about the multimedia object like as an image or audio or video. A watermarking algorithm consists of an embedding algorithm, and an extraction, or detection algorithm as shown in fig. 1. Basically, watermarking process divided into two parts as embedded section and extraction section; where embedded section generate the watermarked image and extraction section has perform extraction of cover/carrier image and embedded image from watermark image. Where, WI represents the watermarked image in embedding process as well as extraction process.

Image watermarking is very emerging technology to protect the images from unauthorized owner. There are several properties are presented to determine the quality of watermarking scheme such as robustness, Imperceptibility, capacity and blind watermarking [1-24]. These properties may vary with different application of watermarking. Therefore, watermarking schemes are classified as per these properties and different application as discussed below.

A. Types of Image Watermarking

Visible watermark: visible watermarking technique generate a visible logo or symbol that clearly seen on watermarked image. This type of watermark used for show the ownership of content like TV channel.

Invisible Watermark: This type of watermark is used to find the ownership as well as prevention from authorized application of image or content. Here, a watermark can insert information into an image which cannot be seen, but can be interrogated with the watermark extraction algorithm.

Robust Watermark: Robustness watermarking scheme is used for sign copyright information of the digital works, the embedded watermark can resist the common edit processing and various attacks.

Fragile Watermark: Fragile watermarking is mainly used for integrity protection, which must be very sensitive to the changes of signal. It can be determined whether the data has been tampered according to the state of fragile watermarking.

Semi fragile Watermark: Semi fragile watermarking is capable of tolerating some degree of the change to a watermarked image, such as the addition of quantization noise compression attacks.

Invisible-Robust Watermark: The invisible-robust watermark is embedding in such a way that processes made to the pixel level; which are perceptually not determine and it can be recovered only with appropriate decoding process.

Invisible-Fragile Watermark: The invisible-fragile watermark is embedded in such a way that any attacks of the image would alter or destroy the watermark.

B. Application of Image Watermarking

Digital image watermarking is a very active research field with a lot of applications. Although it is a relatively new field, it has produced important algorithms for hiding messages into digital signals. The increasing amount of research on watermarking over the past decade has been largely driven by its important applications in digital copyrights management and protection. There are several different application area also exploited for watermarking benefits such as copyright protection, digital right management, tamper proofing, broadcasting monitoring, fingerprinting, access control, medical application, image and content authentication. These are discussed below [1, 4-5].

Copyright protection: Digital image watermarking can be used to identify and protect copyright ownership as well as illegally replicated.

Digital right management: watermarking scheme can protect the digital rights such as identification, trading, protecting, monitoring, and tracking of all forms of usages over tangible and intangible assets.

Tamper proofing: Digital watermarks which are fragile in nature, can be used for tamper proofing. Digital content such as image, audio, video can be embedded with fragile watermarks that get destroyed whenever any sort of modification is made to the content. Such watermarks can be used to authenticate the content.

Broadcast monitoring: Watermarking can protect the content ownership during the broadcasting of information over the telephone line, TV or internet etc.

Fingerprinting: In the applications of copyright protection, the watermark for finger printing is used to trace authorized
users who violate the license agreement and distribute the copyrighted material illegally.

Access control: It is desirable in some systems to have a copy and usage control mechanism to prevent illegal copy of the content or limit the number of times of copying. A robust watermark can be used for such purpose to allow access with control capacity.

Image and content authentication: A watermark can proof the image or content are authentic or not based on embedded watermark.

Therefore, various application and advantages are present of image watermarking. In this context, several methods are developed over the past decade based different techniques particular transform based watermarking schemes are shown their robustness in terms of properties in different applications.

III. OVERVIEW OF TRANSFORM BASED WATERMARKING
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The transform domain watermarking is achieving very much attention and success as compared other contemporary watermarking schemes. Transform-domain watermarking techniques are typically much more robust to image manipulation compared to the spatial domain techniques. This is because the transform domain does not use the original image for embedding the watermark data. There are most commonly used transform domain methods is Discrete Fourier Transform (DFT), Discrete Cosine Transform (DCT) and Discrete Wavelet Transform (DWT) [6-24]. This technique discussed in brief in listed literature references.

In this context, transform-domain watermarking techniques are typically much more robust to image manipulation compared to the spatial domain techniques. This is because the transform domain does not use the original image for embedding the watermark data. In addition, a transform domain algorithm spreads the watermark data over all part of the image. Additionally, frequency domain-based techniques can embed more bits for watermark and are more robust to attack.

A. Process of Image Watermarking
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The watermark embedding/insertion process dissipated in fig. 2 as a block diagram for transform domain. First, the input image is transformed using a transform such as the DWT or DCT. In general, any frequency domain transform can be used. The watermark data is embedded to a transformed image. In other words, the watermark data is inserted into transformed coefficients. Finally, inverse transform is performed on the transformed watermarked image.

![Fig. 2 Block diagram of embedded process based on the transform domain watermark](image1)

The watermark detection process is the inverse procedure of the watermark insertion process as is depicted in fig. 3. As this figure shows, to extract the watermark data from the watermarked image, first, the watermarked and the original image are transformed using the DCT or DWT. Second, the transformed image is subtracted from the transformed watermarked image. This is because the watermark data is the difference between the original image and the watermarked image. Finally, the similarity of the original watermark data and the extracted watermark data is computed. The similarity is depends on the amount of the inserted watermark data and the watermark attacks. Since the DCT and DWT are usually used for watermarking in the frequency domain. Fig. 3 represents the extraction process of watermark image where, WI is watermarked image. OI is original image, and TWI is transform WI and TOI is Transform OI. EWD is extracted watermark data and WDD is watermarked data. In this process, EWD obtained from extraction process between TWI and TOI.

In this context, a comparative analysis has been presented in Table. 1 that shows the efficiency and contribution of recent developed techniques of image watermark based on transforms.

**TABLE I**

**PERFORMANCE COMPARISON OF DIFFERENT TECHNIQUES**

<table>
<thead>
<tr>
<th>Methods</th>
<th>Transform</th>
<th>PSNR (in db)</th>
<th>Remark</th>
</tr>
</thead>
<tbody>
<tr>
<td>Y. Zhou [20]</td>
<td>DCT/JPEG</td>
<td>34.58</td>
<td>Good quality</td>
</tr>
<tr>
<td>Ibrahim [21]</td>
<td>DWT</td>
<td>47.54</td>
<td>robust with attacks</td>
</tr>
<tr>
<td>Chang [22]</td>
<td>DWT</td>
<td>40.80</td>
<td>robust with attacks</td>
</tr>
<tr>
<td>Nagarjuna [23]</td>
<td>SWT-SVD</td>
<td>58.87</td>
<td>robust with attacks</td>
</tr>
<tr>
<td>Samura [24]</td>
<td>RDWT-SVD</td>
<td>38.52</td>
<td>Good quality</td>
</tr>
</tbody>
</table>

Digital image watermarking is still very challenging research problem towards to robustness nature. It’s provides various kind of solution from unauthorized information access, copyright protection, privacy, information protection, illegal claim of ownership. Therefore, a robust
watermarking technique has been needed that resist with different kind of attacks.

IV. CONCLUSIONS
An overview of image watermarking scheme based on transform technique is presented, which is applicable for various applications such as information security as well as secure communication of multimedia data. These techniques are work as hidden watermark mostly. In literature, several techniques are presented based on the different transform especially, DWT and DCT. These techniques have good efficiency of robust watermarking as well as watermark extraction as presented analysis in reported literature.

Digital watermarking scheme is widely utilized for authentication of data, copyright protection and communication process. It provides a consistent robust performance on different original image and watermarked image in various analyses.
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